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Abstract: The handling of the temporary mobile identity for the RAU procedure in TS 24.008 is brought about.
1. Introduction

One of the working assumptions for the ISR in the EPS, as discussed in the CT1-SA2-joint-sesssion (cf  3GPP TDOC S2-081695) in Athens, is that “the UE provides old P-TMSI+RAI and old M-TMSI+GUMMEI if they are available when initiating Attach or TAU/RAU”. CT1 needs to discuss how the P-TMSI and the M-TMSI can be encoded into the RAU request message and/or be mapped into the radio resource sublayer address in a TLLI in the RLC/MAC message body when the UE performs the S1 mode to Iu or A/Gb mode intersystem changes. The present paper triggers, partly, the discussions.
It is worth noting that the prerequisites and/or conditions for the UE to perform the RAU precedure as a result of the S1 mode to Iu or A/Gb mode intersystem changes are not the spotlight of this paper. But rather, this paper talks over how the UE handles the temporary mobile identities when such a RAU precedure transpires.  Hence, for the sake of simplicity, the Attach procedure is not part of this paper.
2. Potential handling rules
Two alternatives regarded as potential handling rules are discussed in the present paper and shown in Table 1 and Table 2, respectively. However, more alternatives may appear depending on the further discussions.
When a UE, registered with an MME with a valid GUTI, initiates the routeing area update procedure as a result of the S1 mode to Iu or A/Gb mode inter-system change, the UE needs to provide the temporary mobile identities such as the P-TMSI and/or the M-TMSI in the RAU request message or in the a radio resource sublayer address in the form of a TLLI. 
2.1
Alternative 1

Table 1 below summarizes one possibility of the handling rules as to how these temporary mobile identities are populated by the UE in the message, followed by a brief description of the table.
Table 1: Alternative 1
	
	rel-8 SGSN
	pre-rel-8 SGSN

	S1 mode to A/Gb mode
	If an old P-TMSI available,

TLLI <- old P-TMSI
Additional Mobile Identity IE <- M-TMSI
Otherwise

TLLI <- M-TMSI
	TLLI <- M-TMSI



	S1 mode to Iu mode
	If an old P-TMSI available,

P-TMSI IE<- old P-TMSI
Additional Mobile Identity IE <- M-TMSI
Otherwise
P-TMSI IE <- ‘No Identity’

Additional Mobile Identity IE <- M-TMSI 
	P-TMSI IE <- M-TMSI




When initiating a RAU procedure as a result of an S1 mode to Iu mode intersystem change, 
1) if the serving RAN is connected to a rel-8 SGSN, the UE shall check whether a valid old P-TMSI available,
a)
if an old P-TMSI available, the UE shall indicate the old P-TMSI in the P-TMSI IE and the M-TMSI in the Additional Mobile Identity IE;

b)
if no old P-TMSI available, the UE shall indicate 'No Identity' in the P-TMSI IE and the M-TMSI in Additional Mobile Identity IE.

2) if the serving RAN is connected to a pre-rel-8 SGSN, the UE shall indicate the M-TMSI in the P-TMSI IE.

When initiating a RAU procedure as a result of an S1 mode to A/Gb mode intersystem change, 
1) if the serving RAN is connected to a rel-8 SGSN, the UE shall check whether a valid old P-TMSI available,
a)
if an old P-TMSI available, the UE shall derive a foreign TLLI from that P-TMSI and indicate the M-TMSI in the Additional Mobile Identity IE;

b)
if no old P-TMSI available, the UE shall derive a foreign TLLI from that M-TMSI;

2) if the serving RAN is connected to a pre-rel-8 SGSN, the UE shall derive a foreign TLLI from that M-TMSI.

It can be seen from Table 1 that the mapping rules applied by the UE for the rel-8 SGSN differ from the ones for the pre-rel-8 SGSN. Thereby, it means that the UE needs to discriminate between the release (i.e., rel-8 or pre-rel-8) of a SGSN to which its serving RAN is connected, in order to map the identities accordingly. This fact implies that an additional bit is needed in the system information broadcast by the RAN to the UE in order to ensure such a discrimination correctly done by the UE.  It is unclear whether there is any other necessity of introducing such a bit in the release 8 UTRAN/GERAN for serving other purposes.
Please note that in the GERAN, we already had one bit, i.e., the SGSN Release (and indeed also MSC Release in the CS domain) bit broadcast in the System information SI 13 Rest Octets and PSI 1 if it existed in the cell (and SI 3 for the MSC Release), informing the UE about the release of the SGSN the BSS is connecting to, i.e. whether the SGSN is R98 (or older) or R99 onwards. On the contrary, in the UMTS there is no need for the UE to know the release of SGSN (or MSC).
2.2
Alternative 2

If broadcasting an additional bit as shown in Alternative 1 is not preferred in the rel-8 UTRAN/GERAN, in order to ditch such a bit, another possibility would be to “contrive” the mapping as shown in Table 2 below, followed by a brief description of the table. However, it is worth studying what kind of side-effect it would spin-off or not.
Table 2: Alternative 2
	
	rel-8 SGSN and pre-rel-8 SGSN

	S1 mode to A/Gb mode
	If an old P-TMSI available,

TLLI <- M-TMSI 

Additional Mobile Identity IE <- old P-TMSI
Otherwise

TLLI <- M-TMSI

	S1 mode to Iu mode
	If an old P-TMSI available,

P-TMSI IE<- M-TMSI
Additional Mobile Identity IE <- old P-TMSI 
Otherwise
P-TMSI IE <- M-TMSI
Additional Mobile Identity IE <- ‘No Identity’ 


When initiating a RAU procedure as a result of an S1 mode to Iu mode intersystem change, 
1)
if an old P-TMSI available, the UE shall indicate the M-TMSI in the P-TMSI IE and the old P-TMSI in the Additional Mobile Identity IE;

2)
if no old P-TMSI available, the UE shall indicate M-TMSI in the P-TMSI IE and 'No Identity' in the Additional Mobile Identity IE.

When initiating a RAU procedure as a result of an S1 mode to A/Gb mode intersystem change, 
1)
if an old P-TMSI available, the UE shall indicate the M-TMSI in the TLLI and the old P-TMSI in the Additional Mobile Identity IE;

2)
if no old P-TMSI available, the UE shall indicate M-TMSI in the TLLI and the old P-TMSI in the Additional Mobile Identity IE.

Please note from Table 2 that a pre-rel-8 SGSN can simply ignore the rel-8 Additional Mobile Identity IE, which results in the identical mapping compared with the third column of Table 1 when the UE is located in a pre-rel-8 SGSN area. It means that Alternative 2 can potentially obviate the need for a release-indication-bit that needs to be introduced in the System Information broadcast in rel-8 UTRAN/GERAN, which seemed to be unavoidably requested by Alternative 1.
When the Iu-Flex and/or Gb-Flex concept is in use, however, the M-TMSI indicated in the P-TMSI IE or the TLLI has to retain the property of the NRI bits used in the P-TMSI in order to enable the RAN to find the previous SGSN, which is likely collocated with the old MME.

2.3
Alternative 3

For alternative 3, it is assumed, but most likely, that the SGSN and the MME are collocated in order to support the ISR. Therefore, the MME/SGSN can allocate the same value for the M-TMSI and the P-TMSI.

Table 3: Alternative 3

	
	rel-8 SGSN and pre-rel-8 SGSN

	S1 mode to A/Gb mode
	TLLI <- M-TMSI



	S1 mode to Iu mode
	P-TMSI IE <- M-TMSI




3. Conclusions
Table 3 gives the conclusions.

Table 3: Conclusions 
	
	Summary
	Advantages
	Drawbacks

	Alternative 1
	- Needs an additional Mobile Identity IE (i.e., introduce a new Mobile Identity information element encoding 110 for M-TMSI) 
- Needs to extend the Table 10.5.4/3GPP TS 24.008 in rel-8 
	Inverse to the drawbacks of Alt. 2
	- Needs an additional bit in the system info which enables the UE to discriminate between a rel-8 SGSN and a pre-rel-8 SGSN

	Alternative 2
	No need for an additional Mobile Identity IE (i.e., reuse the Mobile Identity information element encoding 100 for M-TMSI)
- Needs to extend the Table 10.5.4/3GPP TS 24.008 in rel-8 
	Inverse to the drawbacks of Alt. 1
	- Has to retain the property of the NRI in the M-TMSI in order to support Iu-flex and/or Gb-Flex

- Without additional means, a rel-8 SGSN can not discriminate between the encoding of the M-TMSI and the P-TMSI when receiving them simultaneously.

	Alternative 3
	- No need for an additional Mobile Identity IE (i.e., reuse the Mobile Identity information element encoding 100 for M-TMSI)
- Needs to extend the Table 10.5.4/3GPP TS 24.008 in rel-8 
	Inverse to the drawbacks of Alt. 1 and 2
	- Has to retain the property of the NRI in the M-TMSI in order to support Iu-flex and/or Gb-Flex


4. Proposal

CT1 is encouraged to 
-
discuss the alternatives, and come up with other potential alternatives and decide a way forward.
Appendix A: Subclauses 9.4.14 and 10.5.4/3GPP TS 24.008

Appendix A contains all potential changes into TS 24.008 and is for information only at the moment of this time.
9.4.14
Routing area update request

This message is sent by the MS to the network either to request an update of its location file or to request an IMSI attach for non-GPRS services. See table 9.4.14/3GPP TS 24.008.

Message type:
ROUTING AREA UPDATE REQUEST

Significance:

dual

Direction:

MS to network

Table 9.4.14/3GPP TS 24.008: ROUTING AREA UPDATE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Routing area update request message identity
	Message type

10.4
	M
	V
	1

	
	Update type
	Update type

10.5.5.18
	M
	V
	1/2

	
	GPRS ciphering key sequence number
	Ciphering key sequence number 

10.5.1.2
	M
	V
	1/2

	
	Old routing area identification
	Routing area identification

10.5.5.15
	M
	V
	6

	
	MS Radio Access capability
	MS Radio Access capability

10.5.5.12a
	M
	LV
	6 - 52

	19
	Old P-TMSI signature
	P-TMSI signature

10.5.5.8
	O
	TV
	4

	17
	Requested READY timer value
	GPRS Timer

10.5.7.3
	O
	TV
	2

	27
	DRX parameter
	DRX parameter

10.5.5.6
	O
	TV
	3

	9-
	TMSI status
	TMSI status

10.5.5.4
	O
	TV
	1

	18
	P-TMSI
	Mobile identity

10.5.1.4
	O
	TLV
	7

	xx
	Additional Mobile identity 
	Mobile identity

10.5.1.4
	O
	TLV
	7

	31
	MS network capability
	MS network capability

10.5.5.12
	O
	TLV
	4-10

	32
	PDP context status
	PDP context status

10.5.7.1
	O
	TLV
	4

	33
	PS LCS Capability
	PS LCS Capability

10.5.5.22
	O
	TLV
	3

	35
	MBMS context status
	MBMS context status

10.5.7.6
	O
	TLV
	2 - 18


10.5.1.4
Mobile Identity
The purpose of the Mobile Identity information element is to provide either the international mobile subscriber identity, IMSI, the temporary mobile subscriber identity, TMSI/P-TMSI, the international mobile equipment identity, IMEI, the international mobile equipment identity together with the software version number, IMEISV, or the temporary mobile group identity (TMGI), associated with the optional MBMS Session Identity.

The IMSI shall not exceed 15 digits, the TMSI/P-TMSI is 4 octets long, and the IMEI is composed of 15 digits, the IMEISV is 16 digits (see 3GPP TS 23.003 [10]). The TMGI is at maximum 6 octets long and is defined in subclause 10.5.6.13. The MBMS Session Identity, if included, is 1 octet long (see 3GPP TS 48.018 [86]).

For packet paging the network shall select the mobile identity type with the following priority:

1-
P-TMSI: The P-TMSI shall be used if it is available.

2-
IMSI: The IMSI shall be used in cases where no P-TMSI is available.

For MBMS (pre-)notification (see 3GPP TS 44.018 [84] and 3GPP TS 44.060 [76]) the network shall select the mobile identity type "TMGI and optional MBMS Session Identity".

NOTE 1:
The type of identity "TMGI and optional MBMS Session Identity" is only used by the MBMS (pre‑)notification procedure in of A/Gb mode.

For all other transactions except emergency call establishment, emergency call re-establishment, mobile terminated call establishment, the identification procedure, the GMM identification procedure, the GMM authentication and ciphering procedure and the ciphering mode setting procedure, the mobile station and the network shall select the mobile identity type with the following priority:

1-
TMSI: The TMSI shall be used if it is available.

2-
IMSI: The IMSI shall be used in cases where no TMSI is available.

For mobile terminated call establishment the mobile station shall select the same mobile identity type as received from the network in the PAGING REQUEST message. In case of enhanced DTM CS establishment (see 3GPP TS 44.018 [84]) the mobile station shall select the mobile identity type with the following priority in the PAGING RESPONSE message:

1-
TMSI: The TMSI shall be used if it is available.

2-
IMSI: The IMSI shall be used in cases where no TMSI is available.

For emergency call establishment and re-establishment the mobile station shall select the mobile identity type with the following priority:

1-
TMSI: The TMSI shall be used if it is available and if the location update status is UPDATED, and the stored LAI is equal to the one received on the BCCH from the current serving cell.

2-
IMSI: The IMSI shall be used in cases where no TMSI is available or TMSI is available but either the update status is different from UPDATED, or the stored LAI is different from the one received on the BCCH from the current serving cell.

3-
IMEI: The IMEI shall be used in cases where no SIM/USIM is available or the SIM/USIM is considered as not valid by the mobile station or no IMSI or TMSI is available.

In the identification procedure and in the GMM identification procedure the mobile station shall select the mobile identity type which was requested by the network, if available. If the requested identity is not available, then the mobile station shall indicate the identity type "No Identity".

In the ciphering mode setting procedure and in the GMM authentication and ciphering procedure the mobile shall select the IMEISV.

The Mobile Identity information element is coded as shown in figure 10.5.4/3GPP TS 24.008 and table 10.5.4/3GPP TS 24.008.

The Mobile Identity is a type 4 information element with a minimum length of 3 octet and 11 octets length maximal. Further restriction on the length may be applied, e.g. number plans.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Mobile Identity IEI
	octet 1

	Length of mobile identity contents
	octet 2

	Identity digit 1


	odd/

even

indic
	Type of identity
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Figure 10.5.4/3GPP TS 24.008 Mobile Identity information element
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Figure 10.5.4a/3GPP TS 24.008: Mobile Identity information element for type of identity "TMGI and optional MBMS Session Identity"

Table 10.5.4/3GPP TS 24.008: Mobile Identity information element

	Type of identity (octet 3)

Bits

	3
	2
	1
	

	0
	0
	1
	IMSI

	0
	1
	0
	IMEI

	0
	1
	1
	IMEISV

	1
	0
	0
	TMSI/P-TMSI/M-TMSI 

	1
	0
	1
	TMGI and optional MBMS Session Identity

	1
	1
	0
	M-TMSI (specified in 3GPP TS 23.401 [xx], 3GPP TS 24.301 [yy] and 3GPP TS 23.003 [zz])

	0
	0
	0
	No Identity (note 1)

	All other values are reserved.

	

	Odd/even indication (octet 3)

Bit

	4
	
	
	

	0
	
	
	even number of identity digits and also when the TMSI/P-TMSI or TMGI and optional MBMS Session Identity is used

	1
	
	
	odd number of identity digits

	

	Identity digits (octet 3 etc)

For the IMSI, IMEI and IMEISV this field is coded using BCD coding. If the number of identity digits is even then bits 5 to 8 of the last octet shall be filled with an end mark coded as "1111".

For Type of identity "No Identity", the Identity digit bits shall be encoded with all 0s and the Length of mobile identity contents parameter shall be set to  one of the following values:

-
“1” if the identification procedure is used (see subclause 9.2.11);

-
“3” if the GMM identification procedure is used (see subclause 9.4.13)

If the mobile identity is the TMSI/P-TMSI/M-TMSI then bits 5 to 8 of octet 3 are coded as "1111" and bit 8 of octet4 is the most significant bit and bit 1 of the last octet the least significant bit. The coding of the TMSI/P-TMSI is left open for each administration.

For type of identity "TMGI and optional MBMS Session Identity" the coding of octet 3 etc is as follows:

	

	MCC/MNC indication (octet 3)

Bit

	5
	
	
	

	0
	
	
	MCC/MNC is not present

	1
	
	
	MCC/MNC is  present

	

	MBMS Session Identity indication (octet 3)

Bit

	6
	
	
	

	0
	
	
	MBMS Session Identity is not present

	1
	
	
	MBMS Session Identity is present

	MBMS Service ID (octet 4, 5 and 6)

The contents of the MBMS Service ID field are coded as octets 3 to 5 of the Temporary Mobile Group Identity IE. Bit 8 of octet 3 is the most significant bit and bit 1 of octet 5 the least significant bit. The coding of the MBMS Service ID is the responsibility of each administration. Coding using full hexadecimal representation may be used. The MBMS Service ID consists of 3 octets.

	

	MCC, Mobile country code (octet 6a, octet 6b bits 1 to 4)

The MCC field is coded as in ITU-T Rec. E.212, Annex A.

	

	MNC, Mobile network code (octet 6b bits 5 to 8, octet 6c)

The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, bits 5 to 8 of octet 7 shall be coded as "1111".

The contents of the MCC and MNC digits are coded as octets 6 to 8 of the Temporary Mobile Group Identity IE in Figure 10.5.154/3GPP TS 24.008.

	

	MBMS Session Identity (octet 7)

The MBMS Session Identity field is encoded as the value part of the MBMS Session Identity IE as specified in 3GPP TS 48.018 [86].

	

	NOTE 1:
This can be used in the case when a fill paging message without any valid identity has to be sent on the paging subchannel and when the requested identity is not available at the mobile station during the identity request procedure.


